
Looking for a creative way to encourage employees to 
improve their Cyber Security Practices?

One of our corporate members came up with a 
great idea to encourage their employees to 
practice better cybersecurity.

What they did was offer a FREE password 
manager to them. 

Not only do they get a password manager for 
work, but they receive 5 additional licenses for 
home use.

The objective of this information is not to 
promote LastPass, but to demonstrate a way of 
encouraging employees to adopt better security 
practices.  

Do you have employees who access your servers 
from home?

Who doesn’t like free stuff?



Why do this?

Promote use of MFA

Reduce the number of reused passwords

Reduce the number of weak passwords



Password managers such as LastPass have tools built 
in such as a password generator.

It allows LastPass to create a password based upon 
parameters that you outline. It will randomly create 
any length and complexity that you can copy and 

paste into any site.



Employee Benefits



I.T. management benefits



Summary

By providing the employees with tools to 
better secure their on line habits, we 
create an awareness of cybersecurity 
weakness to better educate for a safer 
home and work environment.

By providing the password manager to 
the employees, we reduce the risk of 
being breached due to weak passwords 
or lack of multifactor authentication.

By providing the employees with decent 
tools, we promote a more safe cyber 
security work place. 

LastPass is not the only tool available for 
password management, but it is the 
choice for this demonstration.


